
  

  



  

  

  



  

  

  



  

  

  

  



  

  

  



  

  



  

  

  



  

  

  

  



  



  

 

 
 

 

 

  

 

   

 

   
 

 

    
 

 
 

 

  

26. At para. 14 of his judgment Lord Brown made the particular point that the 

doctrine of “neither confirm nor deny” (“NCND”) meant that it is important that 

cases against the security and intelligence services should be brought not in the 

ordinary courts but in a specialist tribunal that has the appropriate procedures to 

handle such cases. 

27. Furthermore, Lord Brown responded to the criticisms which were made of the 

IPT’s procedures, in particular the suggestion that they were “flatly contrary to 

the basic principles of open justice”, as follows at para. 26 of his judgment: 

“… Claims against the intelligence services inevitably raise 
special problems and simply cannot be dealt with in the same 
way as other claims. This, indeed, has long since been 
recognised both domestically and in Strasbourg.” 

In that context Lord Brown went on to quote what Lord Bingham had said in R 

v Shayler [2002] UKHL11; [2003] 1 AC 247, at para. 26: 

“The need to preserve secrecy of information relating to 
intelligence and military operations in order to counter terrorism, 
criminal activity, hostile activity and subversion has been 
recognised by the European Commission and the Court in 
relation to complaints made under article 10 and other articles 
under the Convention … The thrust of these decisions and 
judgments has not been to discount or disparage the need for 
strict and enforceable rules but to insist on adequate safeguards 
to ensure that the restriction does not exceed what is necessary 
to achieve the end in question. The acid test is whether, in all 
the circumstances, the interference with the individual’s 
Convention right prescribed by national law is greater than is 
required to meet the legitimate object which the state seeks to 
achieve. …” 
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38. As the Tribunal observed at para. 52 of its judgment:  

“… In general, the work of the security services must be carried 
out in secret in order to safeguard national security as an 
important policy objective. National security may be 
compromised and harmed by the disclosure of the fact of 
surveillance.” 

39. It was for that reason that the Tribunal concluded that the long standing policy 

of successive Governments that they “neither confirm nor deny” whether 

interception or surveillance has taken place was lawful and compatible with the 

Human Rights Act. That policy was set out, for example, in a White Paper in 

1988 (Cm 408), at para. 43: 

“… As a general policy, Governments do not comment on 
assertions about security or intelligence: true statements will 
generally go unconfirmed, and false statements will normally go 
undenied.” 

40. This flowed from the general and fundamental considerations which were set 

out in paras. 59-60 of the Tribunal’s judgment. At para. 59 the Tribunal said 

that: 

“… Cases potentially involving national security are at the 
cutting edge of Convention rights. One of the main 
responsibilities of a democratically elected Government and its 
Ministers is to safeguard national security. Intelligence 
gathering by the use of investigatory powers is an essential part 
of that function. Otherwise, it may not be possible to forecast 
and foil attempts to overthrow democratic institutions and laws 
(including Convention rights) by undemocratic means.  
Interception of communications and surveillance are obvious 
methods of gathering intelligence. Legitimate security and 
intelligence systems are allowed to use those methods, on the 
basis that they must operate within the law, in order to protect 
the very rights and freedoms guaranteed by the Convention.” 
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41. To counter-balance those legitimate considerations, at para. 60 the Tribunal 

observed that: 

“As the exercise of investigatory powers potentially conflicts 
with individual rights of person, property and privacy there must 
be a proper means of safeguarding individuals from, and 
providing redress for, unjustified infringements of their rights.  It 
is the function of the Tribunal to enquire into and determine the 
lawfulness of any use of investigatory powers and to provide 
redress where appropriate. They must do so impartially, 
operating as an independent body discharging judicial functions 
within the legislative framework of RIPA and the Rules, as 
properly interpreted by the Tribunal in the light of the 
Convention requirements of fair trial and open justice …” 

42. In similar vein, in the Court of Appeal case of R (Privacy International) v 

Investigatory Powers Tribunal [2017] EWCA Civ 1868; [2018] 1 WLR 2572, 

at para. 38, Sales LJ said: 

“It is implicit … that Parliament considered that the IPT can be 
trusted to make sensible decisions about matters of this kind and 
on questions of law which arise and need to be decided for the 
purpose of making determinations on claims or complaints made 
to it. There is nothing implausible about this. The quality of the 
membership of the IPT in terms of judicial expertise and 
independence is very high, as set out in Schedule 3 to RIPA … 
The IPT has been recognised to be ‘a judicial body of like 
standing and authority to that of the High Court’: see R (A) v 
Director of Establishments of the Security Service [2010] 2 AC 
1, para 22, per Laws LJ; and see para 57, per Dyson LJ and para 
32, per Rix LJ.” 

43. Ever since its decision in Kennedy in 2003, the IPT has developed the practice 

of holding a hearing in public if that is possible and is compatible with the public 

interest. In particular, it will often hold a hearing in public to consider a question 
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of law on the basis of assumed facts without (at that stage) deciding whether 

those facts are true or not. 

Is the Tribunal part of the Tribunal system? 

44. The IPT is not part of the general tribunal system in this country which was 

established by the Courts, Tribunals and Enforcement Act 2007. That Act 

implemented the proposals which had been made in 2001 by Sir Andrew 

Leggatt in his review of Tribunals, ‘Tribunals for Users: One System, One 

Service’. Sir Andrew addressed the position of the IPT expressly at para. 3.11 

of his report, where he said: 

“… This Tribunal is different from all others in that its concern 
is with security. For this reason it must remain separate from the 
rest and ought not to have any relationship with other Tribunals. 
It is therefore wholly unsuitable both for inclusion in the 
Tribunals System and for administration by the Tribunals 
Service. So although the Chairman is a Lord Justice of Appeal 
and would be the senior judge in the Tribunals System he would 
not be in a position to take charge of it. The Tribunal’s powers 
are primarily investigatory, even though it does also have an 
adjudicative role. Parliament has provided that there should be 
no appeal from the Tribunal except as provided by the Secretary 
of State. [See section 67(8) of RIPA]. Subject to Tribunal rules 
made by the Secretary of State the Tribunal is entitled to 
determine its own procedure [section 68(1)]. We have 
accordingly come to the conclusion that this Tribunal should 
continue to stand alone; …” 

The role of Counsel to the Tribunal 

45. Over the last 12 years or so the Tribunal has developed the practice of 

instructing Counsel to the Tribunal, not in every case but in certain cases. It is 
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“… A special advocate is appointed (normally, but not 
necessarily, pursuant to statute) to represent the interests of a  
party at hearings from which that party is excluded.  A special 
advocate is required to be partisan.  He  or she makes such  
submissions (if any) as he considers will advance the interests of 
the excluded party. If the special advocate reaches the view that 
it would not advance the interests of the excluded party to make 
submissions at all (as has happened in a few cases), then the 
proper course is to decline to make submissions at all, even 
though this leaves the Tribunal without assistance.   

… Counsel to the Tribunal performs a different function, akin 
to that of amicus curiae. His or her function is to assist the 
Tribunal in whatever way the Tribunal directs.  Sometimes (e.g. 
in relation to issues on which all parties are represented), the 
Tribunal will not specify from what perspective submissions are 
to be made. In these circumstances, counsel will make 
submissions according to his or her own analysis of the relevant 
legal or factual issues, seeking to give particular emphasis to 
points not fully developed by the parties. At other times (in 
particular where one or more interests are not represented), the 
Tribunal may invite its counsel to make submissions from a 
particular perspective (normally the perspective of the party or 
parties whose interests are not otherwise represented).” 

49. That description of the role of Counsel to the Tribunal has clearly formed the 

basis for the definition of such counsel which is now to be found expressly in 

Rule 12 of the Tribunal Procedure Rules 2018, which have recently come into 

force (on 31 December 2018).  Rule 12(1) provides that: 

“The Tribunal may appoint Counsel to assist the Tribunal in their 
consideration of any complaint or section 7 proceedings where – 

(a) the complainant is not legally represented; 

(b) the respondent objects to the disclosure of documents or 
information to the complainant; 

(c) the Tribunal intends to hold a hearing (in whole or in 
part) in the absence of a complainant; or 

(d) in any other circumstance in which the Tribunal 
considers it appropriate to do so.” 
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and the public interests which may be jeopardised if it is 
disclosed. The intelligence services may have valuable sources 
of information about terrorist organisations, organised crime and 
hostile activity by foreign powers which would be lost if those 
targets of investigation and monitoring became aware of them. 
Human sources, such as informers, might be killed or threatened 
with serious harm if their identities (or even the possibility of 
their existence) were revealed. Technological capacities to 
obtain information might be rendered useless if it were revealed 
they existed and new strategies to evade them or block them were 
developed. Opportunities for exploitation of simple lapses of 
care on the part of targets which allow the intelligence services 
to obtain valuable information about them would be lost if the 
targets learned about them and tightened up their procedures. 
The aspects of the public interest which would be jeopardised if 
these things occurred, as referred to in rule 6(1),10 are of the most 
pressing importance.” 

69. At para. 10 Sales LJ said: 

“The legislative regime for the IPT deliberately creates a judicial 
body with powers to examine in private and without disclosure 
any relevant confidential evidence which cannot safely be 
revealed to the complainant, which body is at the same time 
subject to an imperative overriding rule which forbids it from 
requiring disclosure of such material. In this way, the regime 
provides a guarantee that the important aspects of the public 
interest referred to above are safeguarded while at the same time 
enabling the IPT to examine the merits of claims against the 
intelligence services and others on the basis of the relevant 
evidence in a closed proceeding.” 

Statutory regulation of the intelligence agencies 

70. As we have seen, the existence of the various intelligence agencies in this 

country was not publicly acknowledged until the 1980s. Times have changed 

greatly since then. In 1989 the Security Service Act placed MI5 on a statutory 

10 Now rule 7(1) of the 2018 Rules. 
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secret actions for the good of the city with upholding the 
reputation of being the city of the good. There has to be a level 
of public acceptance of the activity and how it is conducted – and 
more importantly, perhaps, public acceptance that there is 
regulatory mechanism that can prevent excesses and abuses, and 
processes for a rapid independent way of putting things right 
when they go wrong.” 

76. It will be a matter for others to judge but I would hope that the IPT plays its part 

in that process of reassuring the public and maintaining the rule of law in this 

country. 

Please note that speeches published on this website reflect the individual 
judicial office-holder's personal views, unless otherwise stated. If you have 
any queries please contact the Judicial Office Communications Team. 
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